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All products manufactured by ICP DAS are under warranty regarding
defective materials for a period of one year from the date of delivery to the
original purchaser.

Warning
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1. Introduction

The WF-2000 series I/O modules have WLAN connection complies
with the IEEE802.11b/g standards. With the popularity of 802.11 network
infrastructure, the WF-2000 series I/O modules make an easy way to
incorporate wireless connectivity into monitoring and control systems.
They also support Modbus/TCP and UDP protocol and the network
encryption configuration, which makes perfect integration to SCADA
software and offer easy and safe access for users from anytime and
anywhere.

™
l weu
Wi-Fi (Infrastructure / Ad-hoc) -
< ”
% % %
Wi-Fi 1/0 Wi-Fi I/0 Wi-Fi IO |}

&

ok

Figure 1-1: Application architecture for the WF-2000 series

1.1 Wireless connection mode
WF-2000 series support AP and Ad-hoc wireless connection modes
of WLAN.

1.2 Features

* ROHS Design

» Compatible with IEEE 802.11b/g standards

» Support infrastructure and ad hoc modes for wireless networks
o Support WEP, WPA and WPAZ2 wireless encryption

o Support Modbus/TCP and UDP protocols

e Support pair connection communication mode

« Support AO/DO power on value & safe value Mechanism
 Built-in Watchdog

WF-2000 Series Wi-Fi I/@ser’'s Manual (Ver. 1.0, Sep./2012) ------------- 5



1.2.1 Features Description

The WF-2000 module offers the most comprehensive configuration to
meet specific application requirements. The following list shows the
features designed to simplify installation, configuration and application.

Compatible with IEEE 802.11b/g standards

WF-2000 module complied with IEEE 802.11b/g standard from
2.4~2.5GHz, and it can be used to provide up to 11Mbps for IEEE
802.11b and 54Mbps for 2.4GHz IEEE 802.119g to connect your wireless
LAN.

Support infrastructure and ad hoc modes for wireless networks

Ad hoc mode lets you create a wireless network quickly by allowing
wireless nodes within range (for example, the wireless devices in a room)
to communicate directly with each other without the need for a wireless
access point.

Infrastructure mode is the more common network configuration where
all wireless hosts (clients) connect to the wireless network via a WAP
(Wireless Access Point).

Support WEP, WPA and WPA2 wireless encryption

WEP and WPA are common types of security that are used to protect
wireless networks. When WEP or WPA is turned on, WF-2000 module
uses a special security key combination to allow only devices that know
this key to connect to its wireless network. This applies to laptops, smart
device, or any other wireless device.

Support Modbus/TCP and UDP protocols

The Modbus/TCP and UDP slave function on the WF-2000 module
can be used to provide data to remote HMI/SCADA software built with
Modbus/TCP driver. ICP DAS also provides NAPOPC_ST DA Server for
Modbus/TCP to integrate WF-2000 1/O series real-time data value with
OPC client enabled software.
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Built-in Multi-function 1/O

Various 1/0 components are mixed with multiple channels in a single
module, which provides the most cost effective I/O usage and enhances
performance of the 1/0 operations.

Built-in Watchdog

Module Watchdog is a built-in hardware circuit that monitors the
operating status of the module and will reset the module if a failure occurs
in the hardware or the software.

Safe value mechanism

Safe value mechanism is a software function that monitors the
operating status of the host, and is used to prevent network
communication problems or host failures. When a host watchdog timeout
occurs, the module will reset all outputs to safe states in order to prevent
any erroneous operations of the controlled target.

I/0 Pair Connection

This function is used to create a DI to DO (Al to AO) pair through the
Ethernet. Once the configuration is completed, the WF-2000 module can
poll the status of remote input devices using the Modbus TCP protocol
and then continuously write to local outputs in the background.

o
ittt

Wi-Fi Ifo

Flgure 1-1: I/O Pair Connectlon of the WF-2000
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1.3 Specifications

Table 1-1: System Specifications

Antenna 5 dBi (Omni-Directional)

Standard Supported IEEE 802.11b/g

Wireless Mode Infrastructure & Ad-hoc

Encryption WEP, WPA and WPA2

Connector 5-pin screw terminal connector(TxD, REAND)
COM1 RS-232

Baud Rate (bps) 115200

Input Voltage Range 10V ~ 30V

Power Consumption 1.9W 1.6W

Installation DIN-Rail

Dimensions 110mm x 90mm x 33mm (H x W x D)

Operating Temperature -5~ +5
Storage Temperature -80~ +80C
Humidity 10% ~ 90%
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Table 1-2: WF-2055 1/O Specification

Channels 8

Input Type Dry Contact: Source, Wet Contact: Sislotirce

Dry Contact Level (Voltage Level) OFF: Open ON: §do GND

Wet Contact Level (Voltage Level) OFF: +4V max. ONO V ~ +50 V
Channels 8

Counters | Max. Counts 32-bit (4294967295)
Max. Input Frequency 10K Hz

Photo-Isolation 3750 VDC

Channels 8, Sink(NPN)

Output Voltage +3.5~+50V

Output Current 700mA per channel

Intra-module Isolation, Field to Logic 3750 VDC

Overvoltage Protection 60 VDC
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Table 1-3: WF-2060 1/O Specification

Channels 6

Input Type Dry Contact: Source, Wet Contact: Sislotirce

Dry Contact Level (Voltage Level) OFF: Open ON: §8do GND

Wet Contact Level (Voltage Level) OFF: +4V max. ONO V ~ +50 V
Channels 6

Counters Max. Counts 32-bit (4294967295)

Max. Input Frequency

10K Hz

Photo-Isolation 3750 VDC
Channels 6
Output Type Form A (SPST-NO)

Contact Rating (Resistive Load)

5A 250VAC (47~63Hz)

5A 30vDC

Operate Time

10ms max.

Release Time

5ms max.

Insulation Resistance

1,000MQ2s at 500VDC

Dielectric Strength

Between Open Contact

1000VAC (1 min.)

Between Coil and Contacts

3000VAC (1 min.)

Endurance

Mechanical

20,000,000 times min.

Electrical

100,000 times min.
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2. Hardware

2.1 Front Panel

The WF-2000 front panel contains the antenna, 1/0O connectors and
LEDs.

RP SMA Connectc

KN

Signal strength

LED Indicator
System Status Indicator

coDDDOODODOD
200000000

I/0O Connectc

I/O LED
Indicatol

Inimininisimimicici=l
InfemTe e lis fie T e e Tl

Figure 2-1: Front Panel of the WF-2000
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Table 2-1: System Status Indicator

System Status | ndicator

LED M odule Status LED Status
Wi-Fi communication error Blink per 100 ms
Wi-Fi associate error Every 1 second flashes tyw&rel00 ms
PWR Wi-Fi unable to connect error Blink per 1000 ms
Wi-Fi network configurations error Every 1 second flashes three times pef
100 ms
Power failure Off
o Data transmission Blink
Wi-Fi
Bus Idle Off

Table 2-2: Signal Strength LED Indicator

Signal Strength LED Indicator

LED Status Signal strength
. XoX | High
OO0 ® Medium
OO® Low
OO0 Bad or No Signal

Table 2-3: I1/0 Connector - WF-2055

I/O Connector - WF-2055

Terminal No. Pin Assignment Terminal No. Pin Assignment
1 DI.COM 2 EXT.PWR
3 DI7 4 DO7
5 DI6 6 DO6
7 DI5 8 DO5
9 Dl4 10 DO4
11 DI3 12 DO3
13 DI2 14 DO2
15 DI1 16 DO1
17 DIO 18 DOO0
19 DI.GND 20 EXT.GND

Table 2-4: 1/0 Connector - WF-2060

I/O Connector - WF-2060

Terminal No. Pin Assignment Terminal No. Pin Assignment
1 RL5 COM 2 RL4 COM
3 RL5 NO 4 RL4 NO
5 DI.COM 6 RL3 COM
7 DI5 8 RL3 NO
9 Dl4 10 RL2 COM
11 DI3 12 RL2 NO
13 DI2 14 RL1 COM
15 DI1 16 RL1 NO
17 DIO 18 RLO COM
19 DI.GND 20 RLO NO
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2.2 Top Panel

The WF-2000 top panel contains the Power/Signal connector and
operating mode Selector switch.

op
Maode —I—
FW

Power/RS-232
Connectc

Operating Mode
Selector Switc

Figure 2-2: Top Panel of the WF-2000

Operating Mode Selector Switch

FW mode: Firmware update mode
Move the switch to the OP position after the upgrade is complete.
OP mode: Firmware operation mode

In the WF-2000, the switch is always in the OP position. Only when updating the WF-
2000 firmware, the switch can be moved from the OP position to the FW position.

Table 2-5: Power/Signal Connector

Power/Signal connector

Pin Assignment Description
F.G Frame Ground
+Vs +10 ~ +30 VDC
GND Power / RS-232 GND
RxD RS-232 RxD
TxD RS-232 TxD
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2.3 Dimensions

The diagrams below provide the dimensions of the2060 to use in defining your enclosure
specifications. All dimensions are in millimeters.

]|—1|:| 20,0
|
Ij
| :
1 sllle
. 2]
Front View Left Side View

Figure 2-3: Front / Left Side dimension of the WF-2000

i

Top View Bottom View

Figure 2-4: Top / Bottom dimension of the WF-2000
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2.4 Hardware Connection

2.4.1 Power and Serial port connection
The following figures describe the Power and the COM port to a serial
device via serial network.

CA-0910

Figure 2-5: Power and Serial port wire connection
2.4.2 1/0 connection

2.4.2.1 WF-2055 1/0 Wire Connection

Input Type ON State LED ON ON State LED OFF
Dry Contact Readback as 0 Readback as 1
Relay ON Relay OFF
Relay
0S | ||DIx 0& | || Dix
Contact |
Relay Close D@ GND Relay Open D@ GND
Voltage < 4V Voltage > 10V
TI'LLICMOS Logic Level Low 1S DIx Logic Level High e —
ogic Logic GND Logic GND
— 0& | ||GND L 0E | ||GND
Open Collector ON Open Collector OFF
Hpen 1S [ [Ipix 08 [ [Ioix
Collector
@ & | ||eND X & | ||eND

Figure 2-6: WF-2055 DI Dry contact wire connection
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Input Type ON State LED ON OFF State LED OFF
Wet Contact Readback as 1 Readback as 0
Relay ON Relay OFF
Relay
Contact | .10 | ||PL.COM || «.— 0S| ||D1.COM
ST s T o
Relay Close D@ DIX Relay Open D@ PIx
Voltage > 10 V Voltage < 4V
TTL/CMQOS | Logic Power D@ DLCOM Logic Power D@' DLCOM
Logic Logic Level Low ’ Logic Level High ’
0& | || DIx 0& | ||Dix
Open Collector ON Open Collector OFF
NPN ~ it ~ it
IH 08 DI.COM IH 0& | ||pL.com
Output
iz my D& | || DIx mr 08 | || pix
Open Collector ON Open Collector OFF
PNP + - + -
Output i 0& | ||DL.COM = iH 06 | || D1.COM
0& | |[pix 0& | ||Dix

Figure 2-7: WF-2055 DI Wet contact wire connection

ON State LED ON

OFF State LED OFF

BREHETR= Readback as 1 Readback as 0
Relay ON Relay OFF
Drive Relay T gg Exc:.PWR e e gg Eg:.PWR
X X
0 | ||Ext.GND 0E | || Ext.GND
Resistance | . =—7— 09 | [[BX—PWR ||, =—7— 0D | | EXtPWR
Load "1~ 08 | || pox "1 06 | ||pox
0& | ||Ext.GND 0 | ||Ext.GND

Figure 2-8: WF-2055 DO wire connection
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2.4.2.2 WF-2060 1/0 Wire Connection

Input Type ON State LED ON ON State LED OFF
Dry Contact
Relay ON Relay OFF
Relay
0E | || DIx 0& | ||DIx
Contact |
Relay Close D@ GND Relay Open D@ GND
Voltage < 4V Voltage > 10V
'I'FLI:/CMOS ch-ic Level Low 1S DIx Logic Level High e Dhx
0gic Logic GND Logic GND
— 0S | ||GND T 0 | |IGND
Open Collector ON Open Collector OFF
Open
0E& | || DIx 0S8 | ||Dix
Collector
‘@Z & | ||eND x e | |lehd

Figure 2-9: DI Dry contact wire connection

Input Type ON State LED ON OFF State LED OFF
Wet Contact
Relay ON Relay OFF
= | .—0&[]orcom || .—[0& [[[or.com
Relay Close D@ DIx Relay Open D@ DIXx
Voltage > 10V Voltage < 4V
THENOS | eacge oy Tpreom || 6™ g T[[or.com
ogic Logic Level Low Logic Level High
>——/ 08 | || DIx >——— 08 | || DIx
Open Collector ON Open Collector OFF
NPN i i
IH 06 | ||DL.COM IH 0& | || D1.COM
e 08 | ||pix mr 08 | || pix
Open Collector ON Open Collector OFF
PNP ¥ s % 7
Output M 0& | || pL.COM = F - 0& | || DL.COM
D& | || Dix 0& | || pix

Figure 2-10: DI Wet contact wire connection
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Output Type ON State LED ON OFF State LED OFF
Relay ON Relay OFF
i - 08 | [|RLx NO 06 | ||RLx NO
= 08 | |[rLx con 0 | ||rx con

Figure 2-11: DO wire connection

2.5 Watchdog Timer Settings

A watchdog timer (WDT) is a device that performs a specific
operation after a certain period of time if something goes wrong and the
system does not recover on its own. A watchdog timer can perform a
warm boot(restarting the system) after a certain number of milliseconds.

The WF-2000 series module supplies a jumper for users to active the
watchdog timer or not. If users want to use this WDT, can open the WF-
2000 cover and use the JP1 to activate the WDT built in the module, as
the Figure 2-6. Note that the default setting is active.

Enable (default) Disable

e reed

Figure 2-6: Watchdog timer JP1 Jumper Position

2.6 FW/OP Dip-switch

On the top of the WF-2000 series module, there is a dip-switch used
for firmware operation or firmware update of the module. The following
steps show how to use this dip-switch.

2.6.1 Firmware Update Mode

Please set the dip-switch to the “FW” position as Figure 2-7, and then
the WF-2000 series will work in the “Eirmware Update Mode” after reset
the power of the module. In this mode, users can update the firmware of
the WF-2000 module from computer's RS-232 port via CA-0910 cable
shown as Figure 2-8.
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Figure 2-7: FW Position of Dip-Switch

P —
[
F
i e
= -
RXD:Pin 3 |22 -
TXD:Pin 2 =22 I - [0
ap o AN
Mode oy
EE P

CA-0910

Figure 2-9: Downloads cable connection
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Users just need to execute “Firmware_Update Tool.exe” and follow
the below steps to complete the firmware updating process.
[1] Choose “COM” interface and “COM Port”.
[2] Click “Browser” button to choose firmware file. (e.g. WF2055.fw)
[3] Click “Firmware Update” button to start firmware updating process.

The result will be shown in “Firmware Update” field.

ErsErTs )

* 1. Download Tnterface

o
fo COM UM Port: \;bﬁ‘
USE Ml >
wsy depd Az pom

- 2. Fininvware Path

iD:\PJ'\Wi—Fi [ Firmwaret WE-Z05 5 WE-2055\FL AFHNWF2055 fw

— 3. Firmware Tpdate -
Click "Fimnpwaire Tpdate” button to start firmyare updating |1

=

= EO: ]
Zig
- TVF2055 fw

_:J dm Eﬁ v
=k
2012/9/19 T5 02:02

FLARH

<

1 14

HEA @41w1:2055.fw
LAY

LTI e

5[ mEo |

)

1]

o3 e

[ Ll s A RR R

Figure 2-10: WF-2055 firmware update process

The WF-2055 firmware can be downloaded from
ftp://ftp.icpdas.com/pub/cd/usbcd/napdos/wifi/io/wf-2055/firmware

The Firmware_Update Tool program can be downloaded from
ftp://ftp.icpdas.com/pub/cd/usbcd/napdos/wifi/io/wi-
2055/software/tool/
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2.6.2 Firmware Operation Mode

In the operation mode, users need to set the dip-switch to the “OP”
position as Figure 2-11 and reset the power, and the WF-2000 can run in
the operation mode. In this mode, user can use the WF-2000 series with a
computer or with another WF-2000 series module for wireless connection.

Figure 2-11: OP Position of Dip-Switch
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3. Software

This chapter explains how to uses the WF-2000 Utility to carry on the
WF-2000 series wireless communication configuration -~ Established

TCP connection ~ 1/O control and I/O monitoring.

3.1 Connection and Configuration Tool — WF-2000 1/O Utility

WF-2000 wireless connection and configuration tools can be used to
set the WF-2000 wireless network interface, and for TCP connection -~

I/O control and I/O monitoring.

WF-2000 1/O Utility is a Microsoft Windows application that
compatibles with Microsoft Windows 95, 98, NT, 2000, Vista and 7.

The WF-2000 I/O Utility can be downloaded from
ftp://ftp.icpdas.com/pub/cd/usbcd/napdos/wifi/io/wi-
2055/software/utility/
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3.2 WF-2000 I/O Utility

The following is the main screens provided by WF-2000 1/O Utility, this
utility tool can be thought as a useful tool for I/O control and monitoring on
the WF-2000 series. It supplies several functions, such as Wi-Fi
configuration setting, module pair connection setting, and DO power on /

safe value setting.

3.2.1 Main Screen

|- Wr-2000 1/
IEile Configuration About

O Utility

Connection

Clignt Port Humber

5oz

Connect to WEZ000; | 192168 .25 . 1 i I
Clear Mesmge ‘ Close Socket ‘

; Sastern Message e =
WE-G060 (153,166 355,19 —» READ rigasl steneih

WE-2060 {192.168 255 1) --» READ .
Raal 39 @ O @

1

DO Status -

DO dctive

Counter Statos -

Rest ‘ Rest ] Rest ] Rest ‘ Reset J

Module Name: WF-2060 |ICP DAS Co, Ltd.

Figure 3-1: WF-2000 1/O Utility main screen

Menu Function:

[1] File
B Load Configuration
If users have saved the configuration by using WF-2000 I/O

Utility before, users can click Load Configuration function to
load the older records into these lists of WF-2000 1/O Utility.
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B Save Configuration
The function is used for saving the configuration list to a txt file.

[2] Configuration
B Module Configuration
This function can enter the basic wireless configuration
interface, as shown in Figure 3-2.

B Pair Connection
This function can enter the pair connection setting interface, as
shown in Figure 3-3.

B DO Value
This function can enter the DO Value setting interface, as
shown in Figure 3-4.

[3] About: The function can show the version information of
WEF-2000 1/O Utility as shown below.

 About WF-2000 /0 Utility. - ==

WE-2000 10 Utility Verson 1.0
Copyright (C) 2012 by ICE DAS Co,, L.

ANl Rights Beserved .
Website: hitp M dopdascom

Figure 3-2: WF-2000 I/O utility version information

Main functional areas:

[1] Connection
Enter the WF-2000 series’ IP, and press the "Connect" button.
WF-2000 1/0 Utility will connect to the WF-2000 series.

Client
Connect 1o WE-2000; | 192 188 255

Figure 3-3: Connection setting area
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B Connection Port Number
Set WF-2000 1/O Utility connection port number and this
setting must be the same with the WF-2000 series’ port
number setting for normal connection.

Part Number
502

Figure 3-4: Connection port number setting area

B System Message
This area will display information for the system connection.

Sarstemn Message
WE-2060 {192,168 255.1) --= EEAD -
WE-2000 {192,168 255 1) --= EEAD

4 ;

Figure 3-5: System message display area

B Clear Message
Press this button to clear the contents of system message
display area.

Clear Mezmge

Figure 3-6: Clear button for message display area

B Close Socket
Press this button to close the currently open Socket.

Closs Socket

Figure 3-7: Close TCP connection button
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B Signal Strength
This area will display the signal strength information by RSSI
value and LED indicator.

Table 3-1: Signal Strength Information Display Table

LED Status RSSI value Signal strength
0@ 1~40 High
CO® 41 ~ 60 Medium
CO® 61 ~ 80 Low
OO0 0 Bad or No Signal

Signal Strength

Ras kil w P

Figure 3-8: Signal strength display area
[2] DO/DI Status

The following figure shows the DO/DI status of the WF-2000
DI/O module series. Users can click the checkbox to activate
the DO output value or not.

DOV/DI Statns

CHD CH1 CH2 CH3 CH4 CH5 CHG CH?

e - - - - - - D @
L @ @ @ @ @ @ D @

DO Activate v v v v v v | |

Figure 3-9: DO setting and DO/DI Indicator area
[3] Counter Status

The following figure shows the counter status of the WF-2000
DI module series. Users can click the "Reset" button to reset
the counter value.

Connter Statos

CHO CHI1 CH2 CHZ CH4 CHS CHE CH?

Comer [ 10 [ 1 [ 1z | u [ w [ 1z | |

Resst | Resst | Resst | Rest | Rest | Rest | | |

Figure 3-10: DI counter dispaly area
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3.2.2 Basic Parameter configuration

WF-2000 I/O Utility provides the basic configuration interfaces as
shown below, such as network configuration, Wi-Fi connection settings,
parameters uploading and downloading interface, the status bar display,
and so forth.

Port Number i-Fi ~FW Version:
&

: ~Date Created: —
[192 168 . 285 . 1 WF-2055 LL

- Gateway
| 192 . 168 . 255 . 254

~Net Mask- Ic -~ Encryption-

| 255 . 255 . 256 . 0 ~||| [nONE Read para

|wireless  ~| |comi Write para

~MAC Address- [Parameter Upload Interface

\_

[ olatus gar

Figure 3-11: Basic Parameter Setting Interfac

¢ NetID

The Unit Identifier in Modbus TCP/IP application data unit. (1~247,
default:1)

Net ID

[—

Figure 3-12: Net ID Setting Interface
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€ Network configuration

Figure 3-13 is about the network configuration interface of WF-2000
series. It needs to depend on the user connection request to set the scene
consistent with the basic content of the network connection as follows.

Port Number

b0z

Table 3-2: Network configuration instructions tocal IP
Y | 192 . 168 . 255 . 1
Item Description

Port Number | TCP/IP Port Number Setting Gateway

Local IP Local IP Setting | 192 . 168 . 255 . 254

Gateway Gateway Setting Net Mask

Net Mask Net Mask Setting (255 . 255 . 255 . 0
MAC Address MAC Address Display

MAC Address

Figure 3-13 : Network configuration

€ Wi-Fi configuration

Wi-Fi configuration interface of WF-2000 series is shown as below,
such as Wi-Fi connection mode, SSID, WLK, WLCH, Encryption, and so
forth. The detailed description is as the following table.

Wi-Fi Mode
|ad-Hoc |
SSID

| WF-2055

WLK

|

WLCH Encryption

2 ~|| | |nONE -

Figure 3-14: Wi-Fi Configuration Interface
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AP Mode:

AP : Use the wireless access point way for connectiahti@msmission.

WI-Fi Mode (Must have Wi-Fi AP)
Service Set Identifier: Connected devices must itle the same SSID, SSI
SSID
length must not exceed 20 characters.
WLCH 0~13: Wi-Fi transmission channel setting, connected d=vimust with the
same channel
. NONE / WEP64 / WEP128 / WPA / WPA2: Encryption of-Wf, connected
Encryption . . .
devices must with the same encryption.
Key of Encryption: connected devices must with the same.Key
WEP-64 : Key length must be 10 characters.
WLK WEP-128: Key length must be 26 characters.
WPA : Key length must between 8~64 characters.
WPA2 : Key length must between 8~64 characters.
Characters of key should be in range of: [0 ~ JPor F] or [a ~ f].
Ad-Hoc Mode:
- Ad-Hoc : Use Ad-Hoc connectivity with another WF-2000 sera@sWi-Fi
Wi-Fi Mode . :
devices to create AD-hoc wireless network.
Service Set Identifier: Connected devices must itk the same SSID, SSID
SSID
length must not exceed 20 characters.
WLCH 1~13: Wi-Fi transmission channel setting, connected desvimust with the
same channel.
NONE / WEP64 / WEP128: Wi-Fi Encryption of Wi;Feonnected device
Encryption must with the same encryption.
Not Support WPA WPA2 encryption in Ad-Hoc mode
Key of Encryption: connected devices must with the same . Key
WLK WEP-64 : Key length must be 10 characters.

WEP-128: Key length must be 26 characters.
Characters of key should be in range of: [0 ~ JPor F] or [a ~ f].

€ Parameter Transmission Interface

WF-2000 series’ parameter connection configuration interface
provides wireless and RS-232 interface for connection.

Parameter Upload Interface

Wireless -

Parameter Upload Interface

[coMS ~] RS-232  ~| |CcOMS |
COM1 B
COM2
COM3
COMA4

Figure 3-15: Parameter Transmission Interface
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€ Parameter Transmission status bar

WEF-2000 1/O utility provides the parameter transmission status display
interface. By the status bar, the user can immediately understand the
transfer state.

Status Bar

Figure 3-16: Parameter Transmission status bar

€ Display Firmware Information

The following figures display the firmware’s version and date
created inside the WF-2000 series.

FW Version: Date Created:
1.0 2012/08/08

Figure 3-17 Firmware version and Date created
€ Parameter reading function
WF-2000 1/O utility provides parameters download function for I-

WF-2000 series by RS-232 and Wi-Fi interface. It allows user to
download the parameters form WF-2000 series.

Read para

Figure 3-18: Parameter reading button
€ Parameter writing function
WF-2000 1/O utility provides parameters upload function for WF-

2000 by the RS-232 and Wi-Fi interfaces to allow users to upload
the parameters to WF-2000 series.

‘Write para

Figure 3-19: Parameter writing button
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€ Exit parameter setting

Press this button to exit WF-2000 1/O Utility of the parameter
setting interface and return to the main screen.

EXIT

Figure 3-20: Exit parameter setting button
3.2.3 Pair Connection Settings Screen

This pair connection function is a particular feature of WF-2000 that
can enable a pair of DI-to-DO via Modbus/TCP. With pair connection
function enabled, WF-2000 modules can poll the status of remote input
devices using the Modbus/TCP protocol and then continuously write to its
output channels in the background.

Remote IP Address - Remote Port Number
| 192 . 168 . 255 . 2 | 502

-Remote NetID -Scan Time [ms]
[1 -] [ 500

-Locol DO Base Address - -Remote DI Base Address

| 0 | 0

-I}0 Count -C

~Active

I I}O Pair Connection Read Para.

-Parameter Upload Interface
lrs-232 | [coms -] Write Para.

Status Bar

Figure 3-21: Pair connection settings screen
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/O Pair Connection:

Enable/Disable I/O pair connection.

Remote | P Address:

IP address of remote input device.

Remote Port Number:

Modbus/TCP Port of remote input device.

Remote Net | D:
Modbus Net ID of remote device.

Scan Time:
The frequency with the remote input device willdumdled.

L ocal DO Base Address.
DO base address of local DO register will be magpedmote DI device.

Remote DI Base Address:
DI base address of Remote DI device that will bemea to local DO register.

/O Count:
I/O count mapped from the base address.

Communication Timeout:
The period of which the WF-2000 series is waitiagd response from the remote
DI device.
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3.2.4 DO Value Settings Screen

Besides setting by the set DO commands, the DO can be set under
two other conditions.

Power On Value:
The Power On Value is loaded into the DO under 3 conditions: power
on, reset by Module Watchdog, reset by reset command.

Safe Value:
When the communication timeout occurs, the "safe value" is loaded
into the DO.

Note: Default values are all off.

| DO VALUE

DO Status [Power ON Value] Function Type -

[" Action CHO & OFF

CH1
SY Active Time [ms] —

5000

CH2
CH3
CH 4
CHS

CH 6 Read Para.

CH7Y

0
(il
0
(ol
0
(il
(ally
iy

-Parameter Upload Interface -

RS-232  ~|  |COMS |

Write Para.

~Status Bar

Figure 3-22: Power on value settings screen

Select the “Function Type” combo box, to determine the setting items,

Click the “Action” button to enable the settings, and then click the
“ON/OFF” radio box to set the power-on value or safe value.

Finally, click the "Write Para." button to take the parameters effect.
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4. Application Notes

In practice, users can use the two WF-2000 series or a set of WF-
2000 series module with the computer (with supporting for wireless
network) connection structure in the application. It can complete the
purpose of I/O control to wireless network by this way.

Alarms, Fans, Heaters....

m_ lated DI '%’,(
WF-2055 ”

Smart Device Switches, Buttons...
Figure 4-1: WF-2055 + PC application architecture

Digital Outputs

WiF

Pair Connection

Analog Cutputs

Figure 4-2: Pair connection application architecture
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4.1 Hardware Installation

Before use, associated hardware configuration, the steps described as
follows :

Step 1: Checking the WF-2000 series firmware operation mode
It needs to set the DIP switch to the "OP" position (operating mode),
as resetting the power, WF-2000 series will be in the operation mode.

Step 2: Serial port connection
WF-2000 series supports RS-232 serial communication. The circuit
configuration is as shown in Figure 2-5.

If you do not need parameter setting, this step can be omitted.

Step 3: Power connection
Connect the power supply to WF-2000 series' power terminator, as
shown in Figure 2-5.

4.2 WF-2000 series connection setting

4.2.1 WF-2000 Series Connection Configuration

.

~Net D ~Port Number, ~Wi-Fi Mode ~FWW Yersion:
n =) ||[ sz [Ad-Hoc =L
-Local IP ~S5ID ~Date Created:-
| 192 . 168 . 255 . 1 ‘ WF-2055 2012t08/08
- Gateway WLK
| 192 . 168 . 255 . 254 ‘
-Net Mask ~WLCH ~Encryption-
| 285 . 255 . 255 . 0 2 ||| [noNE = Read para
- MAC Address - Parameter Upload Interface
| oopics:soizios |rs-232 CoM Write para
Status Bar
EXIT

Figure 4-3: Connection Configuration
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01 ~ Net ID : The Unit Identifier in Modbus TCP/IP application data
unit. This case is set as "1" in Figure 4-3.

02 ~ Port Number : This field is used to set TCP/IP port of connection
according to the actual conditions. This case is set TCP/IP port as
"502" in Figure 4-3.

03 ~ Local IP : Set the local WF-2000 series' IP. Here set to
"192.168.255.1".

04 - Gateway : Gateway settings. Here set to "192.168.255.254".

05 ~ Net Mask : Net Mask settings. Here set to "255. 255. 255.0".

06 ~ Wi-Fi Mode : Wireless network connection mode settings. Here
set to "Ad-Hoc" mode. (If the mode is "AP" mode, wireless AP
devices is needed.)

07 ~ SSID : Service set identifier. Here set to "WF-2055".

08 ~ WLK : The Key of encryption. Here does not have the setting.

09 ~ WLCH : Wi-Fi connection channel settings. Here set to "2".

10 ~ Encryption : Encryption mode setting. Here set "NONE" (without
encryption).

Upload the parameters

After completing the settings above, select the "RS-232" interface
and connections "COM Num". Press "Write para" button to upload the
parameters, If the connection settings and the wiring are correct, the
transmission process status bar will show the transmission state
below. As uploading is successful, the upload window will appear as
shown below.

WF-2000 Utility st

Upload Parameter OK

Status Bar

Figure 4-4. Parameter transmission status and upload successfully
screens
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4.2.2 PC Connection Configuration
01 ~ TCP/IP Setting :

a. Open Network connections and entry the properties setting of
wireless network connections.

% Network Connections [ =)
Fle Edt view Favortes Took Advanced Help "
¢ © ¥ Poeac [ raes | [H-

Acleess [ Network Connections v Be
A L1394 Connection 3

Network Tasks ( L. 1394 Connection 4

L Local Area Connection
I erazn s 0oy L YMware Nstwork Adapter VMnetd
,_2 i T ) L whware Metwork Adapter UMnets
office netiork P Disable
@ Change Windows view Available Wireless Networks
Firewal settings
Status
17 Wiz available wireless 5
nnnnnn s _ Repar
& Disable this network Bridge: Connections
i
m & Repait this connection Create Shortcut
Cisable Defete
= Rename this connection
Status Rename
Repair & Vizw status of this
connection
Wiew fivailable Wireless Networks Change settings of this
connection

Change Windows Firewal settings

Open Hetwork Connections

Other Places T

B control Panel

N vy Network Flaces
(L) My Documents

i My Computer

Details 2

Figure 4-5: Properties setting of wireless network connections

b. Select the Internet Protocol (TCP/IP) and press the "Properties'
button.

- Wireless Network Connection Properties @E|

Gereral | wwireless Networks | Advanced

Conrect using:

i B8 BUFFALD WLI-UC-GNHP Wirsless L ‘

This connection uzes the follawing itams:

[V %=PROFINET 10 RT-Protocel W2.0 ~
W] %= SIMATIC Industrial Ethemet 150)
oo | nternet Protocol [TCRAF]

v
& j | &
il
[ escrption

Transmizzion Control Protocol/Intemet Protocaol. The default
wide area network protocol that provides communication
acrogs diverse interconnected networks.

Show icon in notification area when connected
Motify me when this connection has limited or no connectivity

[ 0K ][ Cancel ]

Figure 4-6: Properties setting of Internet Protocol (TCP/IP)
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c. Click the "Use the following IP address" and entry the IP
address as "192.168.255.10", Subnet mask as "255.255.255.
0". Finally, press "OK" button.

Internet Protocol (TCP/IP) Properties

General |

“You can get IP seftings assigned automatically if your network, supports
thiz capability. Otherwise, you need ta ask your netwark. administrator for
the appropriate [P settings.

(O Obtain an IP address automatically
(@ Usze the falawing IP address:

1P address: ! 192 168 . 286 . 10 |

Subret mask: | 255.265 255. 0 |

Default gateway: | ’ E |

Obiain DMS server address autornatically
(2) Use the following DMS server addresses:
Preferred DNS server: | . . |

Alternate DMS server [ . .

Figure 4-7: IP address setting interface

02 ~ Wireless network connection :

a. View available wireless networks and you can see the "WF-
2055" wireless network in the list.
b. Select the "WF-2055" and press the "Connect" button.

13! Wireless Network Connection

| Choose a wireless netwark

_—
Network Tasks

‘a Refresh network list Click. an ikem in the list below to connect to a wireless network in range or ko get more

information,

(<ﬂ>)
f Security-enabled wireless network: lﬂﬂﬂu

((ﬂ)) ICP DAS

(fﬁ))

STECD

|

<2 Set up awireless network
for & home or small office
Related Tasks

i3 Security-enabled wireless netwark (WPAY llu[m
ICPDAS

A Learn about wireless
nebwarking

% Change the order of

preferred networks n’ Security-enabled wireless network (WPAY

’:}:\ iZhange advanced el

sethings

Change Windows Firewall settings

Open MNetwork Connections

Repair

¥iew Available Wireless Networks - = S
: Ny s SR EF oo -“_

T e ==

Figure 4-8: Wireless network connection
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c. Press the "Connect Anyway" button for the next step.

Wireless Network Connection

‘ou are connecting ko the unsecured network "WwF-2055", Information
! sent over this network is not encrypted and might be visible to other
people.

[gonnect Anyway ] | Cancel |

Figure 4-9: Connection confirm interface

d. After waiting for a while, there will appear connection success
screen.

¥ Wireless Network Connection &]

| Network Tasks ;l‘ Choose a wireless hetwork

‘= Refresh nebwiork lisk Click an item in the list below bo connect to a wireless network. in range or ta get more
information.

WF-2055 Connected v [ed

2] i
< Setup & wireless network
for & home: or small office

| Related Tasks

,_i,a Learn ahout wireless

networking
¢ Change the order of 0900613139
preferred networks (‘ﬁ))
{5, (s:;t:::'g;s s ' Security-enabled wireless network il[ll][l
(c }) STECO
ﬁ i security-enabled wireless network, iﬂ[l[i[l |
(( }) Bita2515
i 't Security-enabled wireless network (WPAZ) iu[ll]“
(!ﬁ)) ICP DAS .

Figure 4-10: Connection successful interface

4.2.3 PC Connection Test

01 ~ Connection test I: Connection with WF-2000 1I/O utility

a. Open WF-2000 1I/O utility and key in the IP address as
"192.168.255.1", Port Number as "502". Finally, press the
"Connect" button.

b. If the network settings are correct, this will immediately
establish a connection.

c. You can do the DO output control or DI / DO monitoring in this
operation interface.
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Ele Configuration About

Conmection
I Client 1~ Port Humber <~ HetID
Comnect 1o WF-2000; | 192168 . 255 . 1 i I
Clear Mesage ‘ Close Bocket 1
Systern Mesage
& Stres
WE-2055 (192.168.255.1) --> READ P el et

WE-2055 (192.168.255.1) --» READ B
| £ RSSI 49 P 0 D

DOMDI Status -

CHD CHI cH2 CH3 CH4 CHS CHE cHy
b L L L] L L J 3 L 2 L 4
2 L > L L > L L L

DO Astivate [~ = r r (i [ [ r
Commter Stabus
CHO CH1 CH2 CH2 CH4 CHS CHA CH?
Comtr [0 [ o [ o [ o [ o [ a [ o [ o
Reset ] Eest I Eest I Feset J Eest ] Eest ] Feset I Feset I

uMndule MName: WF-2055 |ICP DAS Co, Ltd.

Figure 4-11: Connection successful interface

02 ~ Connection test II: Connection with Modbus TCP utility

a. Open Modbus TCP utility and key in the IP address as

"192.168.255.1", Port as "502". Finally, press the "Connect"
button.

b. If the network settings are correct, this will immediately
establish a connection.

c. Use the function code "OxOF", and set the reference number as
"0x00" to do the DO output control.

-ModbusTCP . Protocol Description

T 192 168 255 1 FC15 Force multiple coils [Qxex] for DO

|[Reguest]

Port : 'ga‘é—u Byte 0:  Net ID (Station number)
Byte 1: FC=0F (hex)

Conpect I Disconnect Byte 2-3: Reference number
Byte 4-5; Bit count

[~ Datalog Byte &: Byte count (B=(bit count + 7}8}

~ Paolling Mode [no wait] - | Statistic - - | Clear Statistic ||
. Packet |
Start Stop i~ Comnrard - Quantiy  — Response —

Total Packet bytes 1666 F%?L?—ff_ Total Packet bytes 1392
Packet Guantity sent 119 Packet Quantity received 115
i Timer mode [fixed periad] |

~ Palling or Timer mode [Dala/Tlme] - F'Ulhng tode Timing [ms]

Interval | 1000 ms Set Stattime | T 022033 Maz [ Average
Siat I - I :Stoptlme [ SlpTme | le 1000 000

[Evtel] [Butel] [ButeZ] [Buted] [Buted] [ButeS]

[120006 1FO000B2FF Send Command

[EBptel] [Bytel] [Bpte2] [ByteZ] [Byted] [Buteh] [ByteB] [Bute7?] [ButeO] [Bytel] [Bupte2] [Byted] [Buyted] [Bytsh]
01 02 0000 0006 -> 01 OF 0000 00 08 02 FF 01020000 0006 -» 07 OF 00 00 00 08

(01 02 00 00 00 08 > 01 OF 0000 00 02 02 FF 0 020000 0006 > 07 OF 00 00 00 08

(1 02 00 00 00 06 > 01 OF 0000 00 02 02 FF 1 0200000006 --» 07 OF 00 00 00 08

(1 02 00 00 0008 > 01 0F 0000 00 0202 FF .02 00 00 0006 -» 01 0F 00 00 00 08

(1 02 00 00 0006 ~» 01 0F 0000 00 0802 FF 3 1 02 00 00 0006 -~» 01 0F 00 00 00 08

01 02 0000 00 06 - 01 OF 00 00 00 DB 02 FF 1 0200 00 00 08 - 01 0F 00 00 00 UE

Clear Lists . ExIT Program

Figure 4-12: DO output control interface
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d. Use the function code "0x01", and set the reference number as

"0x00" to get the DO output monitor data.

-ModbusTCP

-Protocol Description -
- 192 168255 1 FC1 Read multiple coils status [Oxx=x] for DO _:j
i [Request] -
Port - iSDE Byte 0:  Net ID (Station number)
Byte 1. FC=01
Connect Disconnect | Byte 2-3: Reference number E|
Byte 4-5.  Bit count
I~ Datalog >
- Poling Made [no wait] ~ Statistic Clear Statistic ||
Packet
Start I Stop ~Command —— Ouantty [ Response
Total Packet bytes 2166 ruuleHeren:e | Total Packet bytes 75 i
Facket Quantity sent 298 Lots Packet Quantity received 294 E
— Timer mode [fised period)- | 4 |

~Palling or Timert mode: (0 ate/Time]

[Bytel] [Bytel] [Byte2] [Bute3] [Buted] [ByteS)

- 1 Palling Mode Timing [ms]
Interval! 1000 ms | Starttime | T4 02:25:53 Mas [ p Average
Gl | Siop |Boptie g || M [0 |
[Buted] [Bptel] [Byte2] [Byte3] [Buted] [Byteh]
[Tz0006 110008 Send Command

[ByteD] [Butel] [But=2] [Byted]

01 02 00000006 > 07 0100 0000 08
U1 02000000 06 - 01 0100 00 00 UE
> [ o

(010200000004 -> 010101 FF
010200000004 --> 010101 FF

- (1 01 01 FF

Clear Lists J

EXIT Program j

Figure 4-13: DO output monitor interface

e. Use the function code "0x02", and set the reference number as

"0x00" to get the DI input monitor data.

[ yor o
| B3 MBTCP Ver. 114

-~ModbusTCP ~Protocol Description = ‘
P 192 168 255 1 FC2 Read multiple input discretes [1uss] for DI _.J
2 [Reguesi] 7
Paort - {502 Byte 0:  Net ID (Station number}
Byte 1. FC=02
Connect | Disconnect | Byte 2-3. Reference number E‘
Byte 2-5;  Bit count
I~ Datalog A
~ Paliing Mode [no wait] -~ Statistic Clear Statistic ;_.
" Packet
Start I Stop ~Command——————————— Quantily [ Responze——————————

Difference

07 (12 0000 00 08 --» 01 02 00 00-00 08

Total Packet byt | Tatal Packet byt ;
wles [ 1742 r«{ﬁ;- otal Packet bytes 14109 I
Packet Quantity sent 14m Packet Quantity received [ 1329 |
~ Timer mode (fixed period]- |
—Paoling or Timer mode [D1at e.-/Tlme] 1 1 Paling Mode Timing [ms)
Interval | 1000 ms Set Stattime | FF 02:44:05 | Max | n Average
Gt ] ..S.ton ] . Stop time i__—Stnp Tiree: | Min 1000 oon |
[Bute] [Butel] [ButeZ] [Buted] [Buted] [Buted]
[120006 120008 Send Command I
[Bute] [Butel] [ButeZ] [Buted] [Buted] [Buted] [Bute] [Butel] [ButeZ] [Buted]
0102 00000006 -~ 01 02 00 00 00 0% - 010200000004 - 01 0201 FF -
07 02 00 00 00 06 > 01 02 00 00 00 08 071 02 00 00 00 04 -» 01 02 01 FF
(01 02 000000 06 - 01 02 00 00 00 0% 010200000004 - 01 0201 FF
(0102 00000006 - 01 02 00 00 00 0% & 010200000004 > 01 0201 FF &
(0102 00000006 -+ 01 02 00 00 00 0% 3 010200000004 - 01 0201 FF 3
01 02 00 00 00 06 - 01 02 00 00 00 08

07 02 00 00 00 04 -» 01 02 07 FF

1

51 02 00.00 00 02 - 01 02 01 FF

| 1 Clear Lists ]

EAIT Fragram ]

1

Figure 4-14: DI input monitor interface
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f. Use the function code "0x04", and set the reference number as
"0x32" to get the Counter monitor data.

ModbusTCP Protocol Description :
P ]1 971682551 FC4 Read multipls input registers [3uams] For Al L]
i [Request] a

Port - {502 Byte 0: Net ID (Station number)

Byte 1: FC=04
Conpmect Disconnect Byte 2-3: Reference number
' Byte 4-5:  Word count

I~ DatalLog -

~ Polling Mode [ho wait]- 1 Shatistic - e Clear Statistic 1
Start Stop Command 1 Buantity  — Response 7
L Total Packel bytes ]—1 0 ][Effle_mi Total Packet bytes ’7410
.00 %
Facket Quantity sent Packet Quantity received 10

i Timer mode {fixed period]

Poll\ng of Timer mode [Datef’Tlma] 1 F’olllng tdads Timing [ms]
Interval | 1000 ms Get Statttime [ ToF 025414 Max [ Average
Shatt J Stop I .Slop time: J—Stopﬂme—‘ || Min [ 100 ooo |

[ButeD] [Byt=1] [Byte2] [Bute3] [Byted] [But=5]

[120006 14032010 Send Command
[ByteO] [Byte1] [Bpted] [Bute3] [Byted] [Buteh] [Bytel] [Byte1] [Bpted] [Buted]

010200000006 010400320010 010200000023 > 01 04 20 0036 0000 00 1F 00.00 00
010200000008 010400320010 1E 000000 1000 00 00 1E 0000 00

100000 00 00 00 00 00 00 00 00
0102 00000023 - 01 04 20 00 36 00 00 00 1F 00 00 00
1E 00 00001000 00 00 1E 00 00 00

10 00 00 00 00 00 00 00 00 00 00

| Clear Lists | EXIT Program |

Figure 4-15: Counter monitor interface

4.2.4 Pair Connection Test
(Another WF-2055 set to pair connection mode)

Module Configuration setting

01 ~ Set the Local IP as "192.168.255.2".

02 ~ Set the Net ID as "1".

03 ~ Set the same Port Number as "502".

04 ~ Set the same Gateway as "192.168.255.254".

05 ~ Set the same Net Mask as "255.255.255.0".

06 ~ Set the same Wi-Fi Mode as "Ad-Hoc" mode.

07 ~ Set the same SSID as "WF-2055".

08 ~ Set the same WLK, here does not have the setting.

09 ~ Set the same WLCH as "2".

10 ~ Set the same Encryption, here set "NONE" (without encryption)
11 ~ Finally, click the "Write Para." button to take the parameters effect.
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| I

NetID Port Number. Wi-Fi Mode FMW Version:
1 | [ sz [Ad-Hoc i [
~Local IP ~S8ID Date Created:
[ 192 . 168 . 255 . { ‘ WE-2055 20120808
- Gateway ~WLK

| 192 . 168 . 255 . 254 \

-Net Mask ~YLCH - Encryption
| 255 . 255 . 256 . O [2 =] | [moNE -] Read para
~MAC Address ~Parameter Upload Interface
| ooaDics:s0:12:03 [rs23z ~| [coms | Write para
Status Bar
EXIT

Figure 4-16: Module configuration interface

Pair connection setting

01 -~ Set the Remote IP as "192.168.255.1".

02 -~ Set the Remote Port Number as "502".

03 -~ Set the Remote Net ID as "1".

04 ~ Set the Scan Time as "500" ms.

05 ~ Set the Local DO Base address as "0".

06 ~ Set the Remote DI Base address as "0".

07 ~ Set the I/O count as "8".

08 ~ Set the communication Timeout as "3000" ms.

09 - Set the I/0O Pair Connection to "Enable".

11 ~ Finally, click the "Write Para." button to take the parameters effect.

-

Hemote IP Address Remote Port Number
[ 192 . 168 . 255 . 1 [ 502
~Remote Net ID ~Scan Time (ms]
[1 - | 500
 Local DO Base Address - - Remote DI Base Address
| v | o
~I{0 Count - Communication Timeout [ms]
[ 8 [ 3000
Active
¥ 1f0 Pair Connection Read Para.

~ Parameter Upload Interface

Wireless  ~ {COM1 - Write Para.

Status Bar

EXIT

Figure 4-17: Pair connection setting interface
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Pair connection test

01 - After completion of the above settings, re-power on the two sets

of WF-2055.
02 ~ The connection will established automatically after about 10

seconds.
03 ~ If the DI of WF-2055_1 have been triggered, then the DO of WF-

2055 _2 will automatically output.

WEF-2055_2 WF-2055_1

Digitsl Inputs

Figure 4-18: Pair connection architecture and setting interface
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5. Modbus Applications

The WF-2000 is a Modbus device that allows you to access
terminals data via Wi-Fi and communicates using a master-slave
technigue in which only one device (the master) can initiate transactions
(called queries). The other devices (slaves) respond by supplying the
requested data to the master, or by taking the action requested in the

query.

Most SCADA Supervisor Control And Data Acquisition and HMI
software can easily integrate serial devices via the Modbus protocol,
such as Citect, ICONICS, iFIX, InduSoft, Intouch, Entivity Studio, Entivity
Live, Entivity VLC, Trace Mode, Wizcon, Wonderware, etc.

5.1 What is Modbus TCP/IP?

Modbus is a communication protocol developed by Modicon in 1979.

Different versions of Modbus used today include Modbus RTU
(based on serial communication like RS485 and RS232), Modbus ASCII
and Modbus TCP, which is the Modbus RTU protocol embedded into
TCP packets.

Modbus TCP is an internet protocol. The protocol embeds a Modbus
frame into a TCP frame so that a connection oriented approach is
obtained thereby making it reliable. The master query’s the slave and the
slave responds with the reply. The protocol is open and hence highly
scalable.

5.2 Protocol Description

The Modbus protocol defines a simple protocol data unit
independent of the underlying communication layers. The mapping of
Modbus protocol on network can introduce some additional fields on the
application data unit.
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\ 4

< Modbus/TCP Application Data Unit

Transaction ID| Protocol 1D Length Unit ID| FCode Data
(2 bytes) (2 bytes) (2 bytes) |(1 bytes) (1 bytes (O to 252 bytes)
< MBAP Header > Protocol Data Unit =

Figure 5-1: Modbus/TCP Application Data Unit

5.2.1 MBAP

The Modbus/TCP extension includes 7 additional bytes to the
original Modbus protocol, which allows for transport over the TCP/IP
layers.

A dedicated header is used on TCP/IP to identify the Modbus
Application Data Unit. It is called the MBAP Header (MODBUS
Application Protocol Header). The MBAP Header consists of 7 bytes of
information:

Table 5-1;: MODBUS Application Protocol Header

Description
Transaction 2 bytes Identification of Request/Response transaction —
Identifier Copied from request to response
Protocol Identifier 2 bytes 0 = Modbus protocol

Number of following bytes - Includes the Unit

Length 2b
eng yies Identifier

Unit Identifier 1 byte Identification of remote sk&

5.2.2 Function Code

The function code field of a Modbus data unit is coded in one byte.
Valid codes are in the range of 1 ... 255 decimal (the range 128 - 255 is
reserved and used or exception responses). When a Modbus request is
sent from a Modbus Client to a Server device the function code field tells
the Server what kind of action to perform.
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The Modbus/TCP feature of WF-2000 series module supports 7
function codes, which allows the reading and writing of data contents of
registers.

Table 5-2: Supports Function Codes of WF-2000 series

Function Code Descriptions

01 (0x01) Read Coil Status

02 (0x02) Read Input Status

03 (0x03) Read Holding Registers
04 (0x04) Read Input Registers
05 (0x05) Force Single Coll

15 (OxOF) Force Multiple Coils

16 (0x10) Preset Multiple Registers

Any other function code request will be returned with an error
response indicating the function code is not supported, as well as a
request for too much data or data at a register address that not present.

5.2.3 Data

The data field of Modbus request sent from a client to server devices
contains additional information that the server uses to take the action
defined by the function code. This can include items like discrete and
register addresses, the quantity of items to be handled, and the count of
actual data bytes in the field.

The data field may be nonexistent (of zero length) in certain kinds of
requests; in this case the server does not require any additional

information. The function code alone specifies the action.

5.2.4 Response

If no error occurs related to the Modbus function requested in a
properly received Modbus PDU (Protocol Data Unit) the data field of a
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Modbus response from a server to a client contains the data requested.
If an error related to the Modbus function requested occurs, the field
contains an exception code that the server application can use to
determine the next action to be taken.

For example a client can read the ON/OFF states of a group of
digital input or output or it can read/write the data contents of a group of
registers.

When the server responds to the client, it uses the function code field
to indicate either a normal response or that some kind of error occurred
(called an exception response). For a normal response, the server
simply echoes to the request the original function code.

For an exception response, the server returns a code that is
equivalent to the original function code from the request PDU with its
most significant bit set to logic 1.

5.2.5 Data Encoding

Modbus uses a “big-endian” representation for address and data
items. This means that when a numerical quantity larger than single byte
Is transmitted, the most significant byte (MSB, also called the high-order
byte) is send first. The following sub-topics describe the different byte of
encoding and show how the data is encoded as it is within the
Modbus/TCP packet.

5.2.5.1 Binary

A binary item is represented as a single bit within a data word. All
binary is packed into 16-bits data words, which are accessed using
function code 01 and 02. Therefore, a single register contains 16 bits of

binary data, each having a specific meaning.

Table 5-3: A single register contains 16 bits of binary data

OxAA55 OxAA 0x55

(1010101001010101)|  (10101010) (01010101)
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5.2.5.2 16-bits Word

A 16-bits word item is transmitted with the most significant byte first.
Function code 03 and 04 read 16-bits items at a time; therefore, each of
these data items will fit within one register that is read.

Table 5-4: A 16-bits word item
Value 1st 2nd
0x1234 0x12 0x34
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5.3 Address Mapping

5.3.1 WF-2055 I/O and Counter Address Mapping

Table 5-5: (0xxxx) DO address

Begin Address Points Descriptions Range Access Type
0
0~7 Digital Output | 0=OFF, 1=ON R/W
(0x00)
10 Clear Digital
0~7 1=Clear W(Pulse)
(OX0A) Counter

Table 5-6: (1xxxx) DI address

Begin Address Points Descriptions Access Type
0
0~7 Digital Input 0=0OFF, 1=ON R
(Ox00)

Table 5-7: (3xxxx) Al address

Begin Address Points Descriptions Access Type
0~15
50
(2 points/ Each D|g|tal Counter | 0~4294967295 R
(0x32)
Channel)
Table 5-8: (4xxxx) AO address
Begin Address Points Descriptions Range Access Type
1= Reset System
247 -
0 Reset System 247= Restore to W
(OxF7) Factory Default
Settings
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5.3.2 WF-2060 I/O and Counter Address Mapping

Table 5-9: (Oxxxx) DO address

Begin Address Points Descriptions Range Access Type
0
0~5 Digital Output | 0=OFF, 1=ON R/W
(0x00)
10 Clear Digital
0~5 1=Clear W(Pulse)
(OX0A) Counter

Table 5-10: (1xxxx) DI address

Begin Address Points Descriptions Access Type
0
0~5 Digital Input 0=0OFF, 1=ON R
(Ox00)

Table 5-11: (3xxxx) Al address

Begin Address Points Descriptions Access Type
0~11
50
(2 points/ Each D|g|tal Counter | 0~4294967295 R
(0x32)
Channel)

Table 5-12: (4xxxx) AO address
Begin Address Points Descriptions Range Access Type

1= Reset Syster

=)

247 )
0 Reset System 247= Restore ta
(OxF7) Factory Default

Settings
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6. Troubleshooting

[tem

Problem Description

Solution

Power Failure

1. Please return to the ICP DAS for inspection and

1
(PWR LED Off) repair
1. Make sure that the service set identifier device
(SSID) settings are the same.
2. Make sure Wi-Fi transmission Channel settings
are the same.
) 3. Make sure encryption is set, encryption keys are
WLAN connection can not be
2 ) the same way
established :
4. Make sure antenna is good
5. Make sure the connection is too far away,
resulting in poor signal quality.
6. Please confirm whether there are barriers on the
scene. That could result in poor signal quality.
1. Make sure WLAN connection is established
_ successfully
TCP connection can not be _ o
3 i 2. Make sure the network configuration is good
established
(TCP / IP Port, Local IP, Remote IP, Gateway,
Net Mask)
How to restore factory 1. Power on the WF-2000 series I/0 module
default 2. Change the Dip-Switch position of the WF-2000
series and to complete the following steps in 5
Stepl { seconds.
Stepl. From “OP” to “FW” position.
Step?2 Step2. From “FW” to “OP” position.
Step3. From “OP” to “FW” position.
4 Step4. From “FW” to “OP” position.

Step3

{
{ -
{ﬂ:z:,

3. When the correct implementation of the above
steps, the Signal Strength LEDs and PWR/Wi-Fi
LEDS of the WF-2000 series should be turn on,
and that should be turn off after 500 ms later.

4. Reset the power the WF-2000 series would back
to factory defaults.
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® Technical Support

If you have problems about using the WF-2000 series 1/0 module,
please contact ICP DAS Product Support.

Email: service@icpdas.com
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